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The difficulty of developing wireless sensor systems is 
widely recognized.  Problems associated with testing, 
debugging, and profiling are key contributing factors.  The 
NESTbed system complements existing solution attempts 
by providing an interactive, source-centric, and open testing 
framework for wireless sensor network systems.

System Architecture

Interfaces

The system includes a graphical interface for easy 
drag-n-drop operation, and a command-line UNIX-style
shell interface for scripting repetitive tasks, or tasks 
that are to be performed on a large number of devices.

System services are provided by a collection of server-side 
software components exposed via Java RMI.  The open
architecture allows developers to use existing client tools, 
and to easily develop their own specialized tools.  The 
server-side components also allow users to create IP 
gateways, enabling remote clients to extend static 
deployments with remote networks, system controllers, and 
applications.

Applications

Shared and replicated 
installations are in use by 
researchers at Clemson 
University and Cleveland 
State University, both in 
and outside of the 
classroom.
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Novelty

The system architecture is composed of 
three tiers: (i) a set of physical 
deployments, (ii) a server that exposes a 
set of APIs, and (iii) client-side user 
interfaces.

• Interactive – Enables real-time network- and 
source-level profiling and source-level fault injection

• Source-centric – Enables automatic source-
level analysis and instrumentation

• Open – Enables client institutions to extend 
functionality without modifying shared server 
installation

• Converge-cast routing
• Diverge-cast routing
• Reliable communication
• Time synchronization
• Collection algorithms
• … many more …

Used to develop, test, 
and profile:


